Controls for Payroll
Key: (P) Preventative control
(D) Detective control 
	Key control and process
	Commentary
	

	Up to date master remuneration forms or contracts are kept in employee files. (P)
	· Ensures that proper documentation is kept regarding wages to be paid to employees.
	

	Employee files are stored in a safe place. (P)
	· Prevents employees or other unauthorised persons from making changes to employee remuneration forms or contracts and protects employee confidentiality
	

	Pay run reports are prepared for each pay run. (P)
	· Ensures that proper documentation is kept regarding monies used to pay wages
	

	Pay run reports are approved by signature by a person other than the preparer prior to payment of wages. (P)
	· Ensures that pay runs are reviewed and authorised prior to payment. 
	

	At least two signatories are required authorise cheque or EFT payment of wages. (P)
	· Collusion required if payment for ghost employees or unauthorised pay increases/decreases are to go through
	

	Access to the accounting / payroll system is restricted by passwords. (P)
	· Prevents unauthorised persons from making unauthorised changes to payroll information.
	

	Payroll is entered into the accounting / payroll system by a person independent of the preparer and approval of pay run reports. (P)
	· This segregation of duties ensures that collusion is required if unauthorised transactions are to be entered into the accounting system.
	

	Fringe benefit amounts paid are consistent with the policy of the church. (P)
	· Ensures that employees are only provided with fringe benefits authorised by the church. Minimises the implications of providing fringe benefits to employees that can have a negative tax impact on the church (there are limits as to the value of fringe benefits that can be provided to individual employees if church is to have access to FBT rebates).
	


